
 
 

KIND ATTENTION OF ALL CUSTOMERS 
1. DO NOT SHARE YOUR CARD NUMBER, PIN, EXPIRY 

DATE, CVV, OTP, INTERNET BANKING/MOBILE 
BANKING LOGIN CREDENTIALS. 

2. DO NOT USE PUBLIC COMPUTERS OR WI-FI WHEN 
BANKING ONLINE. 

3. BEWARE OF FAKE SMS, E-MAILS AND CALLS. 
4. DO NOT RELY ON 3RD PARTY WEBSITE FOR BANK’S 

CUSTOMER CARE NUMBER. GET THE CONTACT DETAILS 
FROM BANK’S OFFICIAL WEBSITE. 

5. DO NOT FALL PREY TO FRAUDULANT WEBSITES WHICH 
DISPLAY LOGOS OF PROMINENT COMMERCIAL BANKS 
AND IMAGES OF THEIR CUSTOMER SERVICE POINTS, 
PROMISING THE PUBLIC TO ENLIST THEM AS 
CUSTOMER SERVICE POINTS (CSPs) etc. 
 
 SEC_RITY IS NOT COMPLETE WITHOUT “U”. 


